
Installer PFGSENSE sur une VM  

https://www.pc2s.fr/pfsense-installation-et-configuration/ 
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7 Accepter la licence                                                         8 Install pfSense : OK 

 

 

 

9 Auto (ZFS) pour pfSense ou Auto (UFS) BIOS        10 

 

 

 

 

 

 



 

11Sélectionner « Install » puis « Stripe »                            12 Sélectionner avec la touche                   

                                                                                                               « Espace » le disque et sélectionner « YES » 
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15 Sélectionner : Reboot   (Ne pas oublier d’éjecter le CD)       

 

 

 

 

 

 

  

 

 

 

 

 



 

 

 

16 Saisissez “n” pour “no” pour la création de VLAN 

 

 

 

 

 

 

 

 

 

 

 

17 Sélectionner a pour le WAN ou (DHCP) mètre le nom si vous le connaissez  

 

 

 



 

18 pour le LAN en IP fixe. 
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20 Configuration de l’adresse IP de la carte réseau local LAN hn1 
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22 Sélectionner la carte réseau local LAN : 2 
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Ouvrir un navigateur Web sur une machine virtuelle sur le même plan d’adressage que les 
paramètres du PFsense  ex : 192.168.77.200  ID : admin  MDPS : pfsense 

 

 

 

 

 

 

 

 

 

 

 

 

 



PFSENSE en français  

aller dans système, Configuration générale descendre jusqu’ a Localisation  

(n’oublier pas de sauvegarder en bas de page et de (confirmer en haut de page si demander) 

 

 

 

 

 

 

 

 

 

 

 

 

Réglage du DNS  

Dans le ruban de PFSENSE Aller dans system ; General Setup ; dans système personnaliser le 
nom d’hôte ex : Pfsense-ema, puis le Domaine :ws-ema.lan en suite les paramètres du serveur 
DNS 

192.168.1.101 ; 192.168.1.102  et cocher  remplacer le DNS 

 

 

  

 

 

 

 

 

 

 

 

 



Ajouter le widgets  sur    

 

 

 

 

Selectines, journal du parfeu cela vas permettre d’ avoir un visuel  sur des intrusions potentiels  

 

 



 

 

 

 

 

 

 

 

  

 

 

 

 

 

 

 

 

 

 


